
Learn to talk  
tech with our IT  
Jargon Buster 
Our A-Z of some of the  
terms you might hear when 
talking with an IT expert 



z 

We know that IT jargon is an alien  
language to a lot of people, and we  
do our best to keep the tech talk to a mini-
mum when we’re working with our clients.  

In any case, you probably have enough of 
your own office jargon to start worrying 
about ours. 

But in a tech-led world, a lot of IT terms are 
cropping up more and  
more in everyday conversaƟon. And  
if you do have a problem you need help 
with – or just a quesƟon you’d like to ask 
us about your business IT  

– it’ll save a lot of Ɵme if you have 
a few words of lingo in your locker. 

Our new guide is a great place to start. It 
won’t tell you everything, but if you need 
an easy A-Z of some of the most common 
terms you’ll hear when you’re talking with 
an IT expert, then you’ve come to the right 
place. 

Let’s start at the  
beginning… 

A few words of a foreign  
language can get you a  
long way in a strange land. 



A 
Adware 
SoŌware that automaƟcally downloads adverts 
when you’re online, such as  
banner ads and pop-ups 

AIÊ(ArƟficialÊIntelligence) 
Systems and devices that simulate  
human behaviours and decisions. This can 
include creaƟng systems, language pro-
cessing, speech recogniƟon, wriƟng text and 
machine vision 

AnƟvirus 
SoŌwareÊthat idenƟfies and removes virusesÊ
from your device. Also known as anƟ-
malware 

APIÊ(ApplicaƟonÊProgrammingÊ 
Interface) 
SoŌwareÊthat allows two or more  
applicaƟons or programs to communicate with 
each other and share informaƟon 

B 
Backdoor 
A vulnerability in a security system that allows 
unwanted access to files and data 

Bandwidth 
The maximum amount of data you can send 
and receive in a given amount  
of Ɵme, over an internet connecƟon.  
Imagine a big pipe compared with a  

Botnet 
A network of private computers infected with 
malware and controlled as a group to spread 
the virus further 

C 
Cache 
A temporary file that stores informaƟon on your 
device to speed things up. For 
instance a web cache might remember the last 
thing you were doing so it can  
reload a page where you leŌ off 

(The)ÊCloud 
Data storage and compuƟng power that lives on 
remote servers, which   
are accessed via the internet 

Corrupted 
An unusable data file 

Cybersecurity 
Any and all security measures put in  
place to protect your devices, systems and net-
work from cyber aƩack 

D 
Darkweb 
A hidden part of the internet, accessed using 
special soŌware.ÊIt’s rife with criminal acƟvity. 
This is where stolen  
data, such as credit card details, is  
oŌen sold  



 

 

DataÊbreach 
A security incident where private data is viewed 
or stolen by unauthorised persons 

DDoSÊ(DistributedÊDenialÊofÊService) 
A type of cyber aƩack that harms or stops a net-
work by flooding it with data from 
numerous other devices 

DownƟme 
The period of Ɵme a network or systems are 
offline (or ‘down’), prevenƟng the  
normal running of a business 

E 
EncrypƟon 
The process of encoding data to make  
it unreadable without the right access  
informaƟon â€“ usually a password,  
passkey or authenƟcaƟon app 

F 
Firewall 
A security measure that controls what  
data can come in and out of your network  

FTPÊ(FileÊTransferÊProtocol 
ProtocolÊused for transferring files from  
a serverÊto a computer across a network. This is 
usually authenƟcated with usernames and pass-
words 

G 
GIFÊ(GraphicÊInterchangeÊFormat) 
A type of image file than can be either  
animated or staƟc 

GigabyteÊ(GB) 
Unit of data equal to one thousand million bytes. 
A typical movie download might be between 1 
and 4 GB 

H 
Hardware 
The physical devices in your IT world – comput-
ers, printers, phones, tablets 

HotspotÊ(Wi-Fi) 
A physical locaƟon where you can gain  
internet access via Wi-Fi 

HTMLÊ(HypertextÊMarkupÊLanguage) 
The universal language of the internet, used to 
structure web pages, tell your  
web browser how to display them and  
create links between them 

I 
Infrastructure 
Your enƟre system – your network,  
servers, and all your devices 



iOS 
OperaƟngÊsystemÊmanufactured  
by Apple and used exclusively on   
its hardware 

L 
IPÊ(InternetÊProtocol)Êaddress 
A unique number that idenƟfies a   
device connected to the internet 

J 
Java 
A widely used programming language used 
in millions of applicaƟons and devices 
around the world 

Javascript 
Unrelated to Java, Javascript is used            
everywhere on the internet. It’s a  
programming language used within all web 
browsers to perform a whole range of      
funcƟons 

K 
Keylogger 
SoŌware used by cybercriminals to record 
the keys pressed on a keyboard. This infor-
maƟon can be used to access login creden-
Ɵals and other sensiƟve  
informaƟon 

LANÊ(LocalÊAreaÊNetwork) 
A network of connected devices that spans a 
small area, such as your office  
or home 

M 
Malware 
Malicious soŌware, a type of virus,Ê 
designed to infect your system and  
disrupt, damage, or gain access to your device, 
serverÊor network. This can lead to the           
unauthorised access or theŌ of data and pri-
vate informaƟon 

Megabyte 
Unit of data equal to one million forty-eight 
thousand, five hundred and seventy bytes 

N 
NOSÊ(NetworkÊOperaƟngÊSystem) 
A specialised operaƟngÊsystemÊfor a network 
device, like a router or firewall 

NTFSÊ(NetworkÊTransferÊFileÊSystem) 
A file system used by Windows for storing and 
retrieving files on a hard disk 



OSÊ(OperaƟngÊSystem) 
SoŌware that manages a computer’s basic func-
Ɵons, and provides common services for comput-
er programs 

O 

Phishing 
Scam emails that pretend to be from a credible 
source and aim to steal personal informaƟon 
and/or login credenƟals 

P 

Protocol 
The set of rules that allows different  
devices to communicate with each other   

ProxyÊServer 
A server that sits between a device  
requesƟng informaƟon, and the server providing 
that informaƟon. For example, it could be a gate-
way between your laptop and the internet, that 
stops hackers from reaching your network 

RAMÊ(RandomÊAccessÊMemory) 
A form of temporary computer memory that’s 
usually used to store working data  

R 

Ransomware 
Malware that encrypts sensiƟve data  
and demands a ransom for its release (ransoms 
should never be paid – data is 
oŌen never properly released, or is only parƟally 
returned) 

RouterÊ 
A device that directs data to the right places in a 
network 

Server 
A computer or program that manages  
access to a network and holds data in   
one locaƟon for mulƟple users to access 

S 

SoŌware 
Programs and apps that make devices work 

SpywareÊ 
Malware that spies on the acƟons   
you take on your device. This can be  
used to steal data or passwords, or   
listen in to conversaƟons 

Trojan 
A form of malware that looks harmless  
but conceals a virus 

T 

 

 



Troubleshoot 
To analyse a problem with a view to solving 
it (something we do a lot of!)  W 

U 
UACÊ(UserÊAccountÊControl) 
A feature that only allows authorised users 
to make changes to a system  
or device 

USB 
A type of widely used cable that connects or 
charges devices. This could be a  
keyboard connecƟng to a computer,  
or a flash drive transferring data 

WANÊ(WideÊAreaÊNetwork) 
A network of devices that are connected across a 
wider area than aÊLAN,Êand  
allows you to connect to smaller networks 

V 
Virus 
A malicious computer program or code that 
can copy itself and spread throughout a  
network,  
corrupƟng or damaging  
data and systems  

VPNÊ(VirtualÊPrivate 
Network) 
A more secure way  
of connecƟng   
to a company’s  
network remotely,   
or using the internet over 
a public Wi-Fi connecƟon 

WLANÊ(WirelessÊLocalÊAreaÊNetwork) 
A wireless network that connects two  or more 
devices, creaƟng a LAN 

Worm 
A type of malware that replicates itself to spread 
to other devices across a network without human 
acƟvaƟon 

Z 
ZipÊFile 
A file that compresses its contents to  
create a smaller file that’s easier to share or 
store 



CALL: 01522 718192 
EMAIL: hello@lcsit.com 
WEBSITE: www.lcsit.com 

We hope this has helped. 
Yes, we operate in a technical world with some jargon that can be  

off-puƫng if it’s not something you’re used to talking about.  

But your business IT is there to make your life easier and more efficient.  
We take a lot of pride in our ability to work with our clients, helping them  

to understand their systems without sending their heads into a spin.  

So if your current IT support provider can’t do that – or you don’t  
have support you can call on for help and advice whenever you need them – we’d 

love to have a chat to find out how we can help you. 

Get in touch anyƟme to arrange a no obligaƟon  
conversaƟon. You’re guaranteed it will be jargon-free. 


